
Privacy policy 

 

We respect your privacy and are committed to protecting it through our compliance with this privacy policy 

(“Policy”). This Policy describes the types of information we may collect from you or that you may provide 

(“Personal Information”) to Spark Study or on any of our related products and services (collectively, “Services”), 

and our practices for collecting, using, maintaining, protecting, and disclosing this Personal Information. It also 

describes the choices available to you regarding our use of your Personal Information. 

 

If you do not agree with this privacy policy please do not send us any personal information. By accessing and using 

the Services, you acknowledge that you have read, understood, and agree to this Policy. 

 

Collection of personal information 

 

You can access and use the Services without telling us who you are or revealing any information by which someone 

could identify you as a specific, identifiable individual. If, however, you wish to use some of the features offered on 

the Services, you may be asked to provide certain Personal Information (for example, your name and e-mail 

address). 

We receive and store any information you knowingly provide to us when you fill any forms on the Services. When 

required, this information may include contact information (such as email address, phone number, etc). 

 

You can choose not to provide us with your Personal Information, but then you may not be able to take advantage of 

some of the features on the Services. Users who are uncertain about what information is mandatory are welcome to 

contact us. 

 

Privacy of children 

 

We do not knowingly collect any Personal Information from children under the age of 18. If you are under the age 

of 18, please do not submit any Personal Information through the Services. If you have reason to believe that a child 

under the age of 18 has provided Personal Information to us through the Services, please contact us to request that 

we delete that child’s Personal Information from our Services. 

We encourage parents and legal guardians to monitor their children’s Internet usage and to help enforce this Policy 

by instructing their children never to provide Personal Information without Parental/Guardian permission. We also 

ask that all parents and legal guardians overseeing the care of children take the necessary precautions to ensure that 

their children are instructed to never give out Personal Information when online without their permission. 

 

Use and processing of collected information 

 

We act as a data controller and a data processor when handling Personal Information. Our role may also differ 

depending on the specific situation involving Personal Information. We act in the capacity of a data controller when 

we ask you to submit your Personal Information that is necessary to ensure your access and use of the Services. In 

such instances, we are a data controller because we determine the purposes and means of the processing of Personal 

Information. 

 

We act in the capacity of a data processor in situations when you submit Personal Information through the Services. 



We do not own, control, or make decisions about the submitted Personal Information, and such Personal Information 

is processed only as a means of contacting you for potential study eligibility. If you do not provide the information 

that we request, we may not be able to provide you with the requested products or services. Any of the information 

we collect from you may be used for the following purposes: to determine study eligibility and/or to contact you 

about potential study opportunities. 

 

Disclosure of information 

 

To maintain the highest level of privacy and to protect your Personal Information to the full extent, we do not share 

your Personal Information with anyone and for any reason. 

 

Retention of information 

 

We will retain and use your Personal Information for the period of time that study recruitment is occurring. After 

this time period, Personal Information shall be deleted. Therefore, the right to access, the right to erasure, the right to 

rectification, and the right to data portability cannot be enforced after the expiration of the retention period. 

 

Do Not Track signals 

 

Some browsers incorporate a Do Not Track feature that signals to websites you visit that you do not want to have 

your online activity tracked. Tracking is not the same as using or collecting information in connection with a 

website. For these purposes, tracking refers to collecting personally identifiable information from consumers who 

use or visit a website or online service as they move across different websites over time. The Services do not track 

its visitors over time and across third-party websites. However, some third-party websites may keep track of your 

browsing activities when they serve you content, which enables them to tailor what they present to you. 

 

Information security 

 

We secure information you provide on computer servers in a controlled, secure environment, protected from 

unauthorized access, use, or disclosure. We maintain reasonable administrative, technical, and physical safeguards 

in an effort to protect against unauthorized access, use, modification, and disclosure of Personal Information in our 

control and custody. However, no data transmission over the Internet or wireless network can be guaranteed. 

 

Therefore, while we strive to protect your Personal Information, you acknowledge that (i) there are security and 

privacy limitations of the Internet which are beyond our control; (ii) the security, integrity, and privacy of any and 

all information and data exchanged between you and the Services cannot be guaranteed; and (iii) any such 

information and data may be viewed or tampered with in transit by a third party, despite best efforts. 

 

Data breach 

 

In the event we become aware that the security of the Services has been compromised or Users’ Personal 

Information has been disclosed to unrelated third parties as a result of external activity, including, but not limited to, 

security attacks or fraud, we reserve the right to take reasonably appropriate measures, including, but not limited to, 

investigation and reporting, as well as notification to and cooperation with law enforcement authorities. In the event 

of a data breach, we will make reasonable efforts to notify affected individuals if we believe that there is a 



reasonable risk of harm to the User as a result of the breach or if notice is otherwise required by law. When we do, 

we will post a notice on the Services. 

 

Changes and amendments 

 

We reserve the right to modify this Policy or its terms related to the Services at any time at our discretion. When we 

do, we will revise the updated date at the bottom of this page. We may also provide notice to you in other ways at 

our discretion, such as through the contact information you have provided. 

An updated version of this Policy will be effective immediately upon the posting of the revised Policy unless 

otherwise specified. Your continued use of the Services after the effective date of the revised Policy (or such other 

act specified at that time) will constitute your consent to those changes. However, we will not, without your consent, 

use your Personal Information in a manner materially different than what was stated at the time your Personal 

Information was collected. 

 

Acceptance of this policy 

You acknowledge that you have read this Policy and agree to all its terms and conditions. By accessing and using 

the Services and submitting your information you agree to be bound by this Policy. If you do not agree to abide by 

the terms of this Policy, you are not authorized to access or use the Services. This privacy policy was created with 

the privacy policy generator. 

 

Contacting us 

 

If you have any questions, concerns, or complaints regarding this Policy, the information we hold about you, or if 

you wish to exercise your rights, we encourage you to contact us using the details below: 

sparkstudy.uconn@gmail.com 

 

We will attempt to resolve complaints and disputes and make every reasonable effort to honor your wish to exercise 

your rights as quickly as possible and, in any event, within the timescales provided by applicable data protection 

laws. 

 

This document was last updated on July, 2022 
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